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INTRODUCTION

This symposium presents an ideal “platform” to support the launch of a new journal focused on telecommunications and high technology law. Unlike more established areas of the law, the field of telecommunications or, as more aptly termed, information law, is not easily defined. To be sure, there is an ambitious statutory code (the Communications Act of 1934, as amended, most notably by the Telecommunications Act of 19961) and an agency charged with administering it (the Federal Communications Commission). There is even a leading casebook for teaching “Telecommunications Law.”2 But as the history of telecommunications makes clear, legal regulation of this industry defies easy categorization, as it strays across legal spheres—into antitrust, intellectual property, and First Amendment law—as well as into non-legal disciplines—into principles of engineering and economics, for example.

With the rise of the Internet and recent advances in information technology, businesses, lawyers, and scholars have focused on how to create and implement a new regulatory regime premised on competition and technological convergence.3 Over time, this new regime will begin to transform telecommunications regulation into a particularized form of antitrust; that is, rather than follow its traditional role of addressing market power concerns directly, telecommunications regulation will increasingly
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focus on addressing these concerns indirectly by facilitating competition wherever possible. Moreover, because technological convergence—i.e., the provision of identical services through different technologies—will continue to blur the boundaries between the various segments of the information industries—telecommunications, computing, and entertainment—legal regulation in any of these areas will impact all of them.

We are still too close to the onset of the Internet age to determine whether it will spark a series of legal responses that can be studied and understood as part of a larger whole. More powerfully than any other legal scholar, Lawrence Lessig makes the case for how the law should understand and respond to these changes. Like other notable scholars in the area, Lessig’s work seeks to understand the implications of technological convergence, the Internet, and the advent of digital technology across a number of related legal areas—i.e., telecommunications regulation, intellectual property, antitrust, and First Amendment law. Each of these areas of information law, however, only addresses a particular aspect of the challenge of information platform regulation. Thus, only by pulling back the lens to see how all of these areas interact can we appreciate the entire legal context for the regulation of information platforms.

Before moving on to discuss some of the specifics of information platform regulation, let me first acknowledge that this conference will give short shrift to a set of important information law concerns that will remain potential subjects for future events. Most notably, there will be only very limited discussion of how government will regulate content and commerce on the Internet. But as recent court cases involving Yahoo’s website and the Child Online Protection Act make clear, these issues will keep information lawyers busy in the years to come. Second, because most information platforms relate to a network standard or physical infrastructure that underpins the delivery of Internet

4. As then-Chief Judge Breyer put it, “[t]he economic regulators seek to achieve [the goals of low prices, innovation, and efficient production methods] directly by controlling prices through rules and regulations; antitrust seeks to achieve them indirectly by promoting and preserving a [competitive] process that tends to bring these goals about.” Town of Concord v. Boston Edison Co., 915 F.2d 17, 22 (1st Cir. 1990), cert. denied, 500 U.S. 930 (1991).


content, we will focus less on issues related to the ability of copyright holders to limit what will be accessible on the Net. 7 My expectation, however, is that even issues like content regulation will make more sense—and fit more closely with other areas of information law—when evaluated in reference to the concept of information platforms.8

I. INFORMATION PLATFORMS, INSTANT MESSAGING, AND THE FUTURE OF INFORMATION LAW

I expect that even many in the telecommunications field are not accustomed to thinking about information platforms. For those coming from the computer world, you will be familiar with a “platform” as a synonym for an operating system.9 In the Internet world, there are actually a series of information platforms that build on top of one another. An instant messaging system, for example, builds on top of the basic Internet protocol, which can be accessed from any number of hardware devices connected to the Internet, including cell phones, a cable modem, or a computer that uses dial up access via an Internet Service Provider. What all of these information platforms have in common is that they rely on network standards around which complementary products must be developed. Thus, for an information platform to become successful, a sponsor of the technology must ensure “a critical mass of adopters and a critical mass of complementary software (and sometimes other components).”10

By directing our analysis to platforms, I believe that we can gain insight into three important themes. First, I believe that we can better understand exactly how telecommunications regulation, antitrust, intellectual property, and First Amendment law

---

7. For a discussion of this issue, see Lessig, Future of Ideas, supra note 5, at 250-58. See also, e.g., A&M Records, Inc. v. Napster, Inc., 239 F.3d 1004 (9th Cir. 2001).


9. See “Platform,” Webopedia, at http://www.webopedia.com/TERM/p/platform.html (last visited July 27, 2002). But as those familiar with the computer world understand, the platform concept is more complicated, as new middleware technologies, such as a browser, can also serve as a platform. See United States v. Microsoft Corp., 253 F.3d 34, 53 (D.C. Cir. 2001) (explaining “middleware”).

interact in their respective missions. Intellectual property—as well as real property—law defines the scope of a provider’s control of its platform, whereas antitrust and telecommunications law regulate whether—as well as when and how—access to a platform should be granted. The First Amendment provides a judicial check on congressional and agency regulation of information platforms, both in terms of whether access can be denied to would-be fair users of a platform\(^{11}\) as well as to whether government can mandate access to an information platform.\(^{12}\) In this regard, only information platform regulation—as opposed to, say, the regulation of physical platforms like railroads—implies intellectual property and First Amendment issues.

Second, the information platform concept also enables lawyers to better identify and appreciate the relevant relationships in a particular system of production and distribution. Some providers will offer products that “substitute” for another—say, broadband transport by a DSL telephone line opposed to a cable modem—while others will offer products that “complement” one another—such as, a broadband music provider that relies on a high speed connection. Using the platform concept, some products or services rely on or build on top of an information platform, thereby adding value to that “network,” whereas others provide an alternative platform. As a number of economists have explained, how rival platforms relate to one another and would-be complementors raises a number of competitive issues, with the issue of whether and how interoperability is managed being paramount.\(^{13}\)

The final crucial distinction highlighted by the platform concept is that it reflects the Internet’s layered architecture. In short, the Internet operates as a modular system, where the critical commonality lies at the logical layer, with the open Transmission Control Protocol/Internet Protocol (TCP/IP) standard, and at the physical interconnection points between backbone networks. This “end-to-end” and open architecture network design allows for diversity of the modes of physical access as well as a plethora of applications and content developed to work with the

---

\(^{11}\) See, e.g., Universal City Studios, Inc. v. Corley, 273 F.3d 429 (2d Cir. 2001) (evaluating constitutionality of Digital Millenium Copyright Act’s access restrictions).


\(^{13}\) For a good treatment of this subject, see Stanley M. Besen & Joseph Farrell, Choosing How to Compete: Strategies and Tactics in Standardization, 8 J. ECON. PERSP. 117 (1994).
TCP/IP standard.14 As envisioned by the Internet’s pioneers, the end-to-end principle envisions that the intelligence capabilities of the network (i.e., the ability to activate an application) will remain at the edges and that the middle of the network will function as a “dumb pipe.”15 In an era where proprietary development introduces technologies that deviate from the end-to-end principle by providing for a more intelligent network, the Internet’s architecture may well come to resemble something other than the one envisioned by the leading Internet pioneers.16

The current state of the relevant fields that comprise “information law” reflects the legacy of regimes that have grown up without the benefit of cross-fertilization or reform efforts to ensure that they work well in tandem with one another. To be sure, there are exceptions among the relevant court cases, such as Judge Boudin’s concurrence in the Lotus case.17 But in terms of implementing a coherent competition policy strategy, information platform regulation is still at a fairly immature stage.

To provide a context for understanding the nature of information platform regulation, consider the instant messaging (IM) market. For those uninitiated with the product, IM provides its users with an opportunity to use the Internet for real-time communication with one’s “buddies,” as AOL,18 who is credited with popularizing the system, puts it.19 As of yet, however, the vari-

---

14. For this reason, the Internet’s architecture can be described as having an hourglass shape, with the logical layer—the TCP/IP standard—at the middle, the physical layer below it, and applications (as well as content) riding on top of it. See NATIONAL RESEARCH COUNCIL, THE INTERNET’S COMING OF AGE 126-27 (2001) (describing Internet architecture); Kevin Werbach, A Layered Model For Internet Policy, 1 J. TELECOMMS. & HIGH TECH. L. 37, 59-65 (2002) (same).


18. Technically, AOL offers two distinct instant messaging products: AOL’s Instant Messager (AIM) and ICQ’s instant messaging service. See Consent to the Transfer of Control of Licenses and Section 214 Authorizations by Time Warner Inc. and America Online, Inc., Transferees, to AOL Time Warner, Inc., Transferee, Memorandum Opinion and Order, 16 F.C.C.R. 6547, 6606 n.379 [hereinafter AOL Order]. For simplicity purposes, I shall refer to two products collectively as “AOL’s instant messaging services.”

ous IM providers have not made their systems—or “information platforms”—interoperable. In response, Microsoft and other rivals insisted first that AOL accept an open standard promulgated by the Internet Engineering Task Force (IETF), a leading Internet standard setting body, and later requested that the FCC impose such a condition in approving the merger between AOL and Time Warner.21 Even with the calls for “open access,” IM users today, like the telephone networks of the early 1900s, cannot access another system without using two separate networks.

The instant messaging example provides rich fodder for law school exams and policy debates, and I have used it for both. Because it grew up on the Internet and thus defies the usual effort to label it as an issue for telecom regulation, intellectual property, or antitrust, it provides a quintessential case study for understanding information law as focused on the regulation of information platforms. In short, IM highlights the role of intellectual property in defining the scope of the right at issue as well as how both antitrust and telecommunications regulation—subject to First Amendment limitations—can limit the scope of the relevant property right.

In a debate that dates back to the late 1970s, when Congress provided copyright protection for computer programs,23 the intellectual property status of IM raises the issue of whether its product interfaces warrant protection.24 The answer to this question

20. See AOL Order, supra note 18, at 6619-20; see also Don Clark, AOL and Apple Team Up to Offer Instant Messaging, WALL ST. J., July 30, 1999, at B6 (noting that Instant Messaging could be a very important platform and discussing efforts to create open access to AOL’s customer base); Don Clark, Internet Rivals Attempt to Open Up AOL’s Instant Message System, WALL ST. J., July 26, 1999, at B2 (detailing AOL’s efforts to keep other services from accessing its Instant Messaging platform); Jim Thompson, Microsoft and AOL Wage War Over Instant Messaging, BOARDWATCH, Dec. 1999, at 78, 78-79 (noting that AOL justified its resistance to open standards on the ground that it would compromise some of its software’s features and its users’ security).


24. See, e.g., Pamela Samuelson, CONTU Revisited: The Case Against Copyright Protection for Computer Programs in Machine-Readable Form, 1984 DUKE L.J. 663 (criticizing the basic premises and methodology of the report).
would appear to be yes, but a series of exceptions leaves the issue cloudy. As of yet, the providers of IM, particularly AOL, have been able to keep rivals from accessing its Names and Presence Directory (NPD) through technological fixes. Thus, unlike the record companies in the Napster litigation, AOL has not gone to court to enforce its proprietary rights to its IM system. But in the event that AOL could not prevent a software program from facilitating interoperability, it may well test its IP rights as a means of defeating interoperability.

Intellectual property law actually presents a variety of puzzles related to regulating open access to rival products. Significantly, the issue of interoperability will increasingly be raised in the legal arena because standard setting committees, such as the IETF, are no longer able to get out in front of the market to address the issue, as they were able to do when the Internet community was smaller and largely comprised of non-commercial actors. In light of the changing nature of the Internet community, standard setting—and particularly whether a standard is open or under proprietary control—will be a compelling topic for years to come. Finally, if a provider of IM ever sues AOL for monopolistic conduct under Section 2 of the Sherman Act, that
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25. See, e.g., Bateman v. Mnemonics, Inc., 79 F.3d 1532, 1547 (11th Cir. 1996) (stating that “[i]t is an incorrect statement of the law that interface specifications are not copyrightable as a matter of law,” but then setting forth a series of exceptions, most notably, fair use and misuse).


31. See Margaret Jane Radin & R. Polk Wagner, The Myth of Private Ordering: Rediscovering Legal Realism in Cyberspace, 73 CHI.-KENT L. REV. 1295, 1309 (1998) (“Achievement of stability in self-regulated commons is often thought to be dependent on the degree to which the cooperators are a close-knit, homogenous cultural group.”).

32. Section 2 prohibits any individuals or firms from acting to: “monopolize, or attempt to monopolize, or combine or conspire with any other person or persons,
would raise the question as to whether an intellectual property right immunizes a company from a duty to deal under antitrust.

The only existing regulation of instant messaging interoperability comes from the FCC’s decision to impose a limited interconnection mandate as part of its approval of the AOL/Time Warner merger. It is only appropriate that this action constitute a harbinger for the future of information law, as the merger itself presented an unambiguous commitment to a convergence between computing, entertainment, and telecommunications. As befitting of such a venture, the FCC’s decision to regulate AOL’s instant messaging product provides an important glimpse at some of the issues ahead in the emerging field of information law.

II. DIGITAL TECHNOLOGY, TELECOMMUNICATIONS REGULATION, AND THE CHALLENGE OF INFORMATION LAW

The instant messaging case highlights how the central tool of telecommunications law—an interconnection mandate—presents regulators with a bad case of déjà vu. At the dawn of telecommunications regulation in the early 1900s, policymakers allowed AT&T to buy up competitors, declined to order interconnection, and ultimately concluded that “the network” was a natural monopoly and that a single firm should provide telecommunications service to all consumers. In most cases, this company was the Bell System and, to protect consumers from this supposed natural monopoly, the federal and state governments established regulatory commissions to regulate all parts of the business. As for wireless communications, the need for coordination so as to avoid interference provided the justification for government regulation. In this case, the government not only licensed monopoly providers, but also embarked on a regime of content regulation as justified by the existence of such monopolies.


33. See AOL Order, supra note 18.


35. For a description of this history, see MUELLER, supra note 22.

36. The Supreme Court upheld this regulatory regime, as consistent with the First Amendment, in NBC v. FCC, 319 U.S. 190, 236-37 (1942).
Given the command-and-control approach of early telecommunications law, it coexisted in an uneasy fashion with antitrust policy and First Amendment law. In terms of antitrust, the Bell System faced a continuous set of questions as to whether its commitment to “one system, one service” reflected sound economics, or merely the use of regulation to prevent competition.\footnote{37} Ultimately, antitrust—and technological change—prevailed, transforming the presumption of telecommunications law from one committed to monopoly regulation to facilitating competition.\footnote{38} The FCC’s decisions along the way marked an unsteady path, but even before the Telecommunications Act of 1996 settled the question by statute, the FCC’s commitment to competition (as well as that of a number of states) was well established.\footnote{39}

As to wireless communications, the prospect of the third generation wireless telephone service and the transition to digital television present the FCC with a number of intriguing opportunities. Similarly, the advent of first cable and then satellite technology put to rest—at least in the marketplace, if not in the law books\footnote{40}—the idea that spectrum was “scarce” and deserved special First Amendment treatment.\footnote{41} As different communication technologies all move to a digital architecture, telecommunications will increasingly defy classification by the particular conduit used to deliver the message. The medium will no longer, at least in terms of the “pipe” used to deliver it, be the message. Instead, a bit will be a bit will be a bit.\footnote{42}

\footnote{39. For a discussion of the competitive and regulatory landscape before the 1996 Telecom Act, see Craig D. Dingwall, The Last Mile: A Race For Local Telecommunications Competition Policy, 48 FED. COMM. L.J. 105 (1995).}
\footnote{41. For a discussion of this issue, see Philip J. Weiser, Promoting Informed Deliberation and a First Amendment Doctrine for a Digital Age: Towards a New Regulatory Regime for Broadcast Regulation, in DELIBERATION, DEMOCRACY, AND THE MEDIA 11 (Simone Chambers ed., 2000).}
The two fundamental transforming dynamics of the information age appear to be the digital transformation predicted by Negroponte and the networked world envisioned by Metcalfe. In particular, the Internet has emerged as the “killer platform” that provides individuals and companies with an opportunity to deploy multimedia applications, constrained only by their imagination, current data processing technology, and the bandwidth available to users. Unlike proprietary networks, the Internet does not rely on a particular form of technology or belong to any individual; rather, it is a “network of networks,” whose key protocols are all in the public domain. Most particularly, the Internet reflects a commitment by a series of networks to “interconnect” and use the common TCP/IP protocol.

Telecommunications regulation is still in the early stages of responding to the new reality defined by the Internet. A couple of years ago, Vint Cerf and Bob Kahn, two early Internet pioneers, predicted that the Internet will overtake telecommunications usage sometime shortly after 2006. At some point down the road, traditional telecommunications usage as we knew it—either through the use of fax or voice communications—may ultimately cease to exist at all, with all traffic traveling over the Internet as a digital application—be it, voice, video or data.

(“Because IP makes the details of the network irrelevant, all that matters is that the bits sent by your machine are received by my machine, and vice versa.”).


44. Bob Metcalfe, the founder of 3Com, is credited with the insight that a network of computers grows quadratically more valuable as more individuals are connected to it. See George Gilder, Metcalfe's Law and Legacy, FORBES ASAP, Sept. 13, 1993, at 158, 160. In the economics literature, this point is often described as a “network externality” or “network effect.” See Michael L. Katz & Carl Shapiro, Systems Competition and Network Effects, 8 J. ECON. PERSP. 93, 94 (1994) (“Because the value of membership to one user is positively affected when another user joins and enlarges the network, such markets are said to exhibit ‘network effects,’ or ‘network externalities.’”).


46. As Kahn & Cerf explained:

[T]he total numbers of host computers and users have been growing at about 33% every six months since 1988—or roughly 80% per year. The telephone service, in comparison, grows an average of about 5-10% per year. That means if the Internet keeps growing steadily the way it has been growing over the past few years, it will be nearly as big as today’s telephone system by about 2006.

Kahn & Cerf, supra note 45.

47. See Werbach, supra note 14, at 45 (“The Internet is going to swallow telecommunications. Data traffic is growing much faster than voice, and promises to dominate future capacity demands on all major networks.”).
Kevin Werbach convincingly explains, this specter haunts telecommunications regulation and requires that, at some point, telecommunications regulation will be linked inextricably with Internet regulation.48 Put simply, it makes no sense to regulate telecommunications and leave the Internet unregulated.49

In the wake of the Telecommunications Act of 1996, which embraced technological convergence and sought to facilitate competition,50 the FCC is still struggling to revise its legacy regulatory framework to better respond to technological realities. Given that the Act barely contemplated the importance of the Internet and did not disturb a category-based regulatory strategy (e.g., one with distinct approaches for broadcast, cable, and telephone networks), this should not be a surprise.51 A classic distinction that the FCC employed to avoid regulating the computer industry was its judgment that “enhanced” services were ancillary to communications and could be left unregulated by the FCC. In the Telecom Act, Congress adopted the AT&T consent decree court’s term, “information services,” to replace the earlier...
“enhanced services” definition and sought to maintain them as unregulated services.\footnote{52} Thus, how the FCC classifies and regulates services like Internet telephony that blend the two will shape profoundly the structure of the next generation regulatory regime.\footnote{53}

To protect enhanced service providers and afford them reliable vertical access to the telecommunications network, the FCC imposed on local telephone companies a series of regulations under its Computer I, Computer II, and Computer III regimes.\footnote{54} Initially, these regimes provided for structural separation between an incumbent provider’s telecommunications and enhanced service operations, but ultimately allowed the incumbents to provide such services on an integrated basis. In so doing, however, the Commission took the important step of insisting on non-discriminatory access obligations to ensure that the telecommunications network could be used for a variety of services (e.g., Internet access) and that rival companies could market equipment like modems that could connect to the network. As the Internet developed, it became clear that it would be used for, among other things, voice communication in a manner similar to the circuit-switched telephone network and thus the old hard-and-fast distinction between the regulated telecommunications world and the unregulated Internet world would be difficult to maintain.\footnote{55} Even in the face of this reality, some policymakers still call for an “unregulation” of the Internet under a model consistent with the Computer inquiries.\footnote{56}

\footnote{52. 47 U.S.C. §153(20) (Supp V. 1999); see also Joseph D. Kearney, \textit{From the Fall of the Bell System to the Telecommunications Act: Regulation of Telecommunications}, 50 \textit{Hastings L.J.} 1395, 1414, n.55 (1999) (discussing term).}

\footnote{53. \textit{See} Werbach, \textit{supra} note 14, at 42-44 (discussing FCC’s struggles with the issue).}


\footnote{55. \textit{See Bar & Sandvig, supra} note 8, at 19 (such efforts create “dysfunctional distinctions meant to reconcile new communications services with old rules”). For an example of some of the issues that challenge such distinctions, see Federal-State Joint Board on Universal Service, \textit{Report to Congress}, 13 F.C.C.R. 11501, 11541, 11543 (1998) (adopting a “wait and see” approach to regulating Internet telephony); Speta, \textit{supra} note 37, at 203-205 (discussing Internet backbone issue); Dale Hatfield, \textit{supra} note 15, at 2-3 (same).}

\footnote{56. \textit{See} Oxman, \textit{supra} note 54. A more appropriate conception along these lines would not be to call for unregulation as such, but simply to resist imposing legacy
The Internet’s open architecture depends on a series of layers, each of which can potentially be controlled by a proprietary “gatekeeper.” Consequently, policies for the Internet may not be able to simply assume that the gates will be at the “physical” layer, though protecting competition at that layer may be a particularly suitable job for telecommunications regulation. Depending on how the Internet evolves, an Internet portal, Internet Service Provider, or possibly a browser product, could attempt to leverage a dominant position in a manner that might discriminate against rival applications. As the FCC faces requests to regulate either physical/hardware or logical/software Internet products, it will undoubtedly revisit its historic reluctance to regulate the Internet and, in order to discipline itself and guide companies, it will need to articulate a clear analytical structure for examining requests to regulate the architecture of new information platforms.

In the face of the Internet’s emergence and the advent of competition between information platforms that are retooling to compete to deliver digital services, different schools of thought have rushed in to provide guidance to policymakers. In an ambitious critique of agency regulation, Peter Huber contends that there is no independent role for telecommunications regulation, underscoring that questionable past decisions render doubtful any potential that the FCC would play a useful role in facilitating and safeguarding competition. In an alternate course, which I think much more promising, Kevin Werbach’s thoughtful essay suggests that telecommunications regulation should be viewed as an instrument of Internet policy and, additionally, view its own task in light of the architecture that defines the Internet. In a similar vein, a number of commentators, most no-

---


58. See Weiser, supra note 34, at 846.

59. See Peter Huber, LAW AND DISORDER IN CYBERSPACE: ABOLISH THE FCC AND LET COMMON LAW RULE THE TELECOMS 7 (1997) (arguing that the FCC “should shut its doors once and for all”); see also John W. Berresford, The Future of the FCC: Promote Competition, then Relax, 50 ADMIN. L. REV. 731, 736 (1998) (listing, among past failures of the FCC, its six year delay in allowing MCI to enter the private line long distance market and its twelve year delay in allowing entry into the mobile telephone market after it was technically feasible).

60. See Werbach, supra note 14, at 37-39. This approach also echoes the second generation Internet scholarship that rejects the non-regulation model set out by earlier commentators. See, e.g., Timothy Wu, Application-Centered Internet Analysis,
tably Yochai Benkler, advocate using the Internet-type model of a common standard to enable spectrum to be regulated as a “commons” (in addition to, or instead of, through private property rights), where equipment providers and users are regulated through adherence to current protocols.\(^{61}\) In a move that suggests that the agency is willing to experiment with such an approach, the FCC recently approved the use of “ultrawideband” technology, which will provide equipment suppliers and service providers access to free, unlicensed spectrum, provided they adhere to certain technical limitations.\(^{62}\)

In evaluating the role of law in regulating information, there is a danger both of losing sight of the forest from the trees as well as getting ahead of the state of technology in evaluating appropriate policy. By developing an understanding of information law that is broader than the various technologies it is charged with regulating, the FCC can establish itself as a valued partner to antitrust and intellectual property law in regulating the converging worlds of telecommunications, computing, and entertainment.\(^{63}\) In particular, the next several years will begin to reveal whether the FCC implements effectively a tripartite challenge: managing a transition from monopolized markets to competitive ones (at least as to ones where competition does develop), developing competition policy for an Internet age,\(^{64}\) and protecting the public values it is charged to safeguard. To understand the scope...

---

85 VA. L. REV. 1163, 1183 (1999) (“[S]tudy of the Internet also works from a sufficiently general denominator: the set of standards that define the Internet.”).


64. Sound competition policy includes, among other things, an appreciation for how regulation will affect parties’ incentives to invest in new facilities. See Larry F. Darby & Joseph Fuhr, Investment Incentives and Local Competition at the FCC, 9 FALL MEDIA L. & POLICY 1 (2000); Digital Broadband Migration Part II, Press Con-
of this mission, it is important to evaluate the complementary role played by antitrust oversight, to which this essay now turns.

III. ANTITRUST OVERSIGHT IN THE INFORMATION AGE

Over the last several years, antitrust law has begun to confront two of the most formidable obstacles it faces as a regulatory tool for the information age. The first challenge is the ability of antitrust enforcers and courts to react quickly to anticompetitive market developments and institute an effective remedial response. Like the AT&T case twenty years before, the Microsoft litigation tested the ability of antitrust courts to respond to predatory conduct by a platform monopolist. It is too soon to determine whether this antitrust action will serve its intended mission, but, as Lawrence Lessig suggested in recent testimony, even the flawed decree accepted by the federal government includes some important restrictions on Microsoft’s conduct, although the effectiveness of its enforcement regime is suspect. In a second, but less high profile, challenge to antitrust, it remains to be seen whether intellectual property law will displace antitrust oversight. Taken together, the development of these issues—the antitrust consequences of abusing control of a monopoly information platform and antitrust’s relationship with inference by Michael Powell (Oct. 23, 2001), available at http://www.fcc.gov/Speeches/Powell2001/spmkp109.html (last visited Aug. 24, 2002).


67. In terms of its flaws, the proposed settlement, for example, does not address the Court of Appeals’ conclusion that Microsoft’s actions related to Java as well as its commingling of code to disadvantage competitors constituted part of its illegal course of conduct. See id. at 76 (discussing deception of Java developers as a means to undermine the Java standard); id. at 66 (concluding that Microsoft’s commingling of browsing and non-browsing code had an anticompetitive effect by deterring the installation of rival browsers). For a discussion of the potential impact of the decree’s restrictions, see Dan Carney, Microsoft Could Still Lose a Lot of Yardage, BUSINESS WEEK, Dec. 24, 2001, at 35.


69. In a similar, but less well developed challenge to antitrust, the Seventh Circuit suggested the possibility that the Telecommunications Act of 1996 bars any antitrust challenges related to the market opening obligations set out by the Act. See Goldwasser v. Ameritech Corp., 222 F.3d 390 (7th Cir. 2000); see also Philip J. Weiser, Goldwasser, The Telecom Act, and Reflections on Antitrust Remedies (forthcoming 2003) (challenging position); Brief of United States as Amicus Curiae, Intermedia Communications, Inc. v. Bell South Telecommms., Inc., (11th Cir.) (No. 01-10224-JJ) (filed Mar. 28, 2001), available at http://www.usdoj.gov/atr/cases/f7700/7777.htm.
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tellectual property—will shape how antitrust regulates other
information platforms like instant messaging.

Although courts once suggested that antitrust and intel-
tlectual property worked in tension with one another, although both regimes now recognize the importance—and, to a lesser degree, the limitsofto protecting property to encourage investment and innovation. In terms of working together to foster compatibility between rival platforms, intellectual property rules can facilitate the development of a shared standard by allowing reverse engineering—i.e., using a finished product and working backwards to determine how it was actually made. But there will be a number of cases where this “self-help” option is not sufficient. At present, intellectual property protection continues to protect a dominant standard—for example, patent protection for the interfaces for Microsoft’s Windows operating system—because the contours of the reverse engineering doctrine have not been fully developed. Moreover, even where reverse engineering is legally permissible, it may well not be practically effective—either because the interfaces will keep changing or the relevant code is just too cumbersome to replicate in an efficient manner, as is the

trust and intellectual property doctrine] tend to obscure the fact that, properly un-
case with Microsoft’s Windows operating system. For such cases, a permissive intellectual property regime might not be sufficient to facilitate a competitive market; consequently, it is important that antitrust oversight remains a check on a firm’s control of a dominant standard.

Despite the joint commitment to facilitate innovation and economic welfare, courts, commentators and enforcers have yet to harmonize satisfactorily antitrust and the intellectual property regime. On the joint mission of antitrust and intellectual property, it is crucial to appreciate that both respect the importance of property as a means of enabling developers to appropriate rewards from risky investments. With respect to the essential facilities principle, for example, antitrust courts and commentators view this doctrine as exceptional in the same manner that intellectual property recognizes its role in protecting investment incentives and thus hesitates to impose compulsory licenses. Put simply, even where an after-the-fact (ex post) regulation appears to promote competition, antitrust law teaches that imposing sharing requirements on a company’s invention undermines before-the-fact (ex ante) incentives to invest. Despite this appreciation within antitrust, there is a growing movement to bar or limit Section 2 claims related to denials of access to intellectual property.

As some courts and commentators would have it, intellectual property development deserves different treatment under antitrust than real property. In particular, some argue that where


75. As Maureen O’Rourke put it, “[t]he goal seems simple enough—to encourage innovation—but because the two sets of laws attempt to do so in such different manners, the potential for conflict is present.” O’Rourke, supra note 71, at 37.

76. See AREEDA & HOVENKAMP, ANTITRUST LAW, ¶ 707, at 180 (rev. ed. 1996) (“diminishing the inventor’s reward reduces incentives for inventive activity and seems inconsistent with the premise of the patent system.”); Phillip Areeda, Essential Facilities: An Epithet in Need of Limiting Principles, 58 ANTITRUST L.J. 841, 852 (1990) (“[c]ompulsory access, if it exists at all, is and should be very exceptional.”); see also, e.g., Sony Corp. v. Universal City Studios, Inc., 464 U.S. 417, 429 (1984) (explaining that the limited copyright monopoly “is intended to motivate the creative activity of authors and inventors by the provision of a special reward”); Alaska Airlines v. United Airlines, 948 F.2d 536, 545–46 (9th Cir. 1991) (holding that control over passenger reservation system is not sufficiently susceptible to abuse to constitute an essential facility).

an allegedly illegal action is an anticompetitive refusal to deal in Kodak’s intellectual property—78—as opposed to Aspen Ski’s developed ski slope—79—antitrust law should refrain from assigning liability to Kodak even if the same legal standard is met in each case. 80 Presumably, advocates of this position believe that a stronger protection of property is necessary to facilitate investment in intellectual property—as opposed to real property—development, as a duty to deal requirement imposed in either case could effectuate the same type of impingement on the ability to appropriate one’s investment. 81 But as a number of commentators have explained, there is no real basis for distinguishing between the two. 82 Thus, understood properly, both antitrust and intellectual property (like real property law) protect property rights to stimulate investment, but neither condone exclusionary denials of access just because the interface at issue might lay claim to intellectual property protection. 83

78. See Kodak, 125 F.3d at 1218.
80. For one such argument, see Carl Shapiro, Navigating the Patent Thicket: Cross-Licenses, Patent Pools, and Standard-Setting, in INNOVATION POLICY AND THE ECONOMY 133 (Jaffe et al., eds.) (2001), available at haas.berkeley.edu/~shapiro/thicket.pdf (treating intellectual property like real property is “stunning” and calling for an immunity for intellectual property holders against a duty to deal theory). Presumably, Shapiro would avoid allowing this immunity to prevent an owner of an information platform interface (say, Microsoft) from using its intellectual property right to avoid liability by maintaining that such interfaces should not be patentable or subject to copyright protection. But current intellectual property rules allow the patenting of interfaces. See Mark A. Lemley & David McGowan, Legal Implications of Network Economic Effects, 86 CAL. L. REV. 479, 529 (1998) (noting that Microsoft has patented its key interfaces).
81. DOJ & FTC, ANTITRUST GUIDELINES FOR THE LICENSING OF INTELLECTUAL PROPERTY, § 2.1 (1995), available at www.usdoj.gov/atr/public/guidelines/ipguide.htm (explaining that that the same antitrust principles apply to intellectual property as to real property). Admittedly, investments in intellectual property, unlike real property, are more easily appropriated by free riders, but antitrust thus must distinguish between restraints designed to protect investment versus those designed to exclude competitors. One intriguing position for resolving this difficulty is to exempt “pure” intellectual property—i.e., protected technologies—from duty to deal requirements, but to allow any products produced or deployed to be subject to such requirements. See Mark R. Patterson, When is Property Intellectual? The Leveraging Problem, 73 S. CAL. L. REV. 1133, 1134 (2000) (noting that courts have overlooked this potential solution to the issue).
83. The Department of Justice recently set forth an antitrust principle to implement this point. See Brief for the United States as Amicus Curiae at 11-12, CSU, L.L.C. v. Xerox, 121 S. Ct. 1077 (2001) (No. 00-62), available at http://www.usdoj.
In defining the relationship between antitrust and intellectual property, it is important for courts to remain focused on the two regimes' shared purpose in facilitating investment, innovation, and competition. In a particularly egregious failure to do that, the Federal Circuit recently held that if a denied input (such as a part used in servicing a product) is protected under the patent laws, there is little or no room for antitrust liability related to the use or terms of sale of the input. Under such a theory, a patented interface for, say, interconnection between local and long distance networks would possibly have barred antitrust liability for AT&T's discriminatory interconnection arrangements, or any number of otherwise recognized antitrust claims. Indeed, this ruling led some commentators to suggest that Microsoft could prevail in its case on the ground that its patented interfaces and/or copyrighted operating system were immunized from any duty to deal requirements under the antitrust laws. Happily, in the Microsoft case, the D.C. Circuit rejected
this type of argument, responding with the analogy that intellec-
tual property no more confers such a right than the argument
“that use of one’s personal property, such as a baseball bat” is
immunized from tort liability.\footnote{United States v. Microsoft Corp., 253 F.3d 34, 63 (D.C. Cir. 2001); see id. (terming Microsoft’s argument that it has an “absolute and unfettered right to use its intellectual property as it wishes” as “border[ing] on the frivolous”); see also id. (balancing interest in maintaining control of desktop interface with marginal anticompetitive impact).}

Presumably, this ruling not only governs liability questions, but also remedial ones, such as the requirement in the proposed consent decree that Microsoft disclose its application programming interfaces for middleware products in the same fashion it does for its own.\footnote{Sections III. D & E of the proposed decree do just that. See United States v. Microsoft, Revised Proposed Final Judgment, available at http://www.usdoj.gov/atr/cases/f9400/9495.pdf (last visited Aug. 2, 2002); see also The Microsoft Settlement: A Look To The Future, Hearing before the S. Comm. on the Judiciary, 107th Cong. (Dec. 12, 2001) (statement of Charles James, Assistant Attorney Gen. for the Antitrust Div., U.S. Dep’t of Justice), available at http://judiciary.senate.gov/print_testimony.cfm?id=135&wit_id=98 (terming this aspect of the remedy “the most effective avenue for restoring the competitive potential of middleware”).}

The three most obvious defenses of the immunization position strike me as fatally flawed. First, advocates of this view may well oppose the imposition of any duty to deal in a product market defined strictly as an “aftermarket” in one company’s products and use the intellectual property defense to eviscerate this claim.\footnote{See Eastman Kodak Corp. v. Image Technical Services, 504 U.S. 451 (1992) (recognizing this claim); see also Thomas C. Arthur, Formalistic Line Drawing: Exclusion of Unauthorized Services from Single Brand Aftermarkets Under Kodak and Sylvania, 24 J. Corp. L. 603 (1999) (criticizing claim). Notably, the courts have narrowed this claim—thereby sidestepping some potential objections to it—by making clear that only a party subject to a “bait and switch” tactic can challenge a primary market platform’s treatment of competition in an aftermarket. See Digital Equip. Corp. v. Uniq Digital Techs., Inc., 73 F.3d 756, 763 (7th Cir. 1996) (Easterbrook, J.) (emphasizing that if Kodak had not facilitated aftermarket competition and/or had informed its customers that it might cease to do so, it would not have been liable); PSI Repair Servs., Inc. v. Honeywell, Inc., 104 F.3d 811, 820 (6th Cir. 1997) (highlighting the unanticipated change in policy as basis of antitrust liability), cert. denied, 117 S. Ct. 2434 (1997); Lee v. Life Ins. Co. of N. Am., 23 F.3d 14, 20 (1st Cir. 1994) (same). Indeed, this might explain how some commentators like Carl Shapiro, who criticize the imposition of a duty to deal on Kodak’s intellectual property, also advocate the imposition of such duties on Microsoft’s protected software code. To this end, Shapiro criticizes the aftermarket doctrine and the imposition of antitrust duties on IP with equal vigor. See CARL S HAPIRO & HAL VARIAN, INFORMATION RULES 146-47 (1999).}

To be sure, it is questionable whether “aftermarket” access claims properly sound in antitrust—as opposed to contract—but the better approach is to reject or narrow this claim,
not to invent a defense for it that could have negative consequences in other contexts. Second, this defense may stem from a fear over administerability concerns for courts that must mandate the licensing of intellectual property. Admittedly, courts must be careful in this area not to engage in agency-type rate of return regulation, but the long history of compulsory licensing in antitrust decrees suggests that this concern is not fatal. Finally, given the joint purposes of intellectual property and antitrust, as noted above, it does not make sense to construe intellectual property laws, such as the one creating the Federal Circuit Court of Appeals to hear all patent appeals, as limiting the scope of antitrust liability in the IP area.

In short, there is no more warrant for insisting that intellectual property should trump antitrust duties to deal than there is for demanding complete protection over user and product interfaces, lifting all duty to deal requirements imposed by antitrust for real property, or barring any open access regime under telecommunications regulation. All of these forms of regulation must balance the need to protect investment incentives while allowing for the access necessary to facilitate innovation. Recognizing the need to harmonize the relevant legal regimes, the

Antitrust L.J. 483, 491-92 (1995) (“Ultimately, interbrand competition, contractual protections, and manufacturing commitments, and the manufacturer’s reputation are likely to be far stronger forces protecting buyers than a legal duty to deal with its aftermarket rivals.”).

92. See Areeda & Hovenkamp, supra note 76, at 295; Phillip Areeda & Herbert Hovenkamp, Antitrust Law (Supplement 2001) at para. 704.1. It should be noted that the institution of this immunity rule actually creates an administrative difficulty of its own: courts are forced to evaluate alleged anticompetitive conduct that naturally implicated the withholding of patented parts without examining actions regarding the patented parts themselves. See In re Indep. Serv. Org. Antitrust Litigation, 964 F. Supp. 1479, 1490 (D. Kan. 1997) (“The court’s ruling does not preclude a finding of antitrust liability against Xerox based on CSU’s other allegations of exclusionary conduct.”).

93. See, e.g., F.M. Scherer & David Ross, Industrial Market Structure and Economic Performance 456-57 (2d ed. 1980) (“All in all, the substantial amount of evidence now available suggests that compulsory patent licensing, judiciously confined to cases in which patent-based monopoly power has been abused . . . would have little or no adverse impact on the rate of technological progress.”).

94. For just such an argument, see Michelle M. Burtis & Bruce H. Kobayashi, Why an Original can be Better than a Copy: Intellectual Property, the Antitrust Refusal to Deal, and ISO Antitrust Litigation, 9 Sup. Ct. Econ. Rev. 143 (2001).

95. For an example of how commentators attempt to distinguish between these areas, compare Lemley & McGowan, supra note 80, at 525 (“In network industries, there is a strong economic argument in favor of permitting reverse engineering in the limited set of cases in which it promotes either vertical or horizontal compatibility with an industry standard.”) with McGowan, supra note 87, at 525 (opposing mandatory dealing arrangements under antitrust as inconsistent with intellectual property statutes and “the rate of return structure they create”).
Federal Trade Commission and Antitrust Division of the Justice Department have emphasized that “[i]t is increasingly important that competition and intellectual property law work in tandem to support and encourage ongoing innovation” and have scheduled a set of hearings to develop a harmonious approach to the issue.96 Ideally, this effort will help put to rest the argument that the presence of an intellectual property right can displace the role of antitrust oversight. As in other areas, antitrust needs to take account of legitimate pro-competitive restraints—such as those designed to safeguard against the pirating of intellectual property—but a categorical rule against antitrust oversight could give rise to considerable mischief, as firms would seek to benefit from it by, among other things, trying to cloak anticompetitive conduct within the protection of intellectual property.

IV. INTELLECTUAL PROPERTY, PRIVATE ORDERING, AND THE PROMISE OF THE OPEN SOURCE MOVEMENT

The Internet created a uniquely suitable platform for innovation. In an important sense, the basic standards that constitute the Internet, such as the Internet’s transport protocol (e.g., TCP/IP) are classic public goods that would have not been provided by the market itself.97 As others have explained, the government’s support for the Internet, whose standards were all open and managed by standard setting committees like the IETF, constituted a masterful stroke of competition policy.98 Many information platforms built for the Internet, like most Internet browsers and instant messaging systems, were produced by private companies and protected by intellectual property. Nonetheless, some “open source” advocates suggest that proprietary development and ownership of software will be a dinosaur that will not survive the Internet age, rendering worries about information platform regulation irrelevant. But as outlined below, there are good reasons to believe that proprietary develop-


97. See Michael Katz & Carl Shapiro, Systems Competition and Network Effects, J. Econ. Persp., Spring 1994, at 93, 102-03 (noting that “a communication network shares many features with a public good; small users may free-ride on the large users who may bear the costs necessary to create and market the network”); see also Richard Cornes & Todd Sandler, The Theory of Externalities, Public Goods, and Club Goods (2d ed. 1996) (describing the public good concept).

ment will continue to thrive and must be subject to government regulation.

During the 1980s, alongside the government’s efforts to support the Internet, Richard Stallman initiated a private sector collaborative development project called the GNU project—which stands for “GNU’s Not Unix”—that would create an alternative operating system to UNIX.99 To do so, he created the General Public License (GPL)100 to govern access to the GNU project and to facilitate the non-proprietary development of software products. In a sense, open source development (or “free software,” as Stallman calls it101) relies on a “virtual firm,” uniting a disparate array of computer programmers in the development and maintenance of a product through online communication and access to the source code for the software product.

For the true believers, the advent of open source development threatens to displace proprietary development and thus render irrelevant most debates about whether and how intellectual property law governs software. More modestly, some point to viability of open source as suggestive of the potential for managing a commons of information without the need for proprietary ownership. In terms of evidence to support either the stronger or weaker claims regarding open source, consider the success of the Linux-GNU operating system. This system continues to pick up market share at the expense of Microsoft’s Windows NT, suggesting that the open source phenomenon, while not necessarily superior to proprietary development, is no fluke.102 In terms of the legal issues regarding the GPL license that governs the use of the Linux-GNU system, it is somewhat ironic that this effort to displace traditional proprietary development backed by intellectual property protection itself relies on intellectual property law—specifically, the rules governing the licensing of

99. For a history of this project, see The GNU Project, at www.gnu.org.
100. For a description and analysis of the license, see Ira V. Heffan, Note, Copyleft: Licensing Collaborative Works in the Digital Age, 49 STAN. L. REV. 1487, 1508 (1997) (setting out conditions of GPL).
102. See, e.g., Craig Smith, Fearing Control by Microsoft, China Backs the Linux System, N.Y. TIMES, July 8, 2000, at A1 (noting Linux’s popularity); Red Hat Inc. Amendment No. 5 to Form S-1, 6 (Aug. 11, 1999), available at http://www.sec.gov/Archives/edgar/data/1087423/0001047469-99-030827.txt [hereinafter, Red Hat S-1] (Red Hat’s acknowledgement, in a securities disclosure, that “[w]e have not demonstrated the success of our open source business model”).
software. Putting aside the legal issues, which remain unsettled, it is quite clear that the vision embodied in the license offers an important alternative to proprietary development, both in the marketplace and as a norm for software development.

The essential quality of open source development is that, unlike proprietary code, all users (and would-be improvers) have access to the source code itself. Put simply, source code constitutes the human readable version of a program whereas object code (i.e., machine-readable code) contains the 1s and 0s that are actually used by the computer to “execute” the program. To translate source code into object code, programmers use compiling software. By distributing the program in a format that users (and improvers) can examine, open source code allows for others to correct any errors and identify possible improvements. In so doing, it provides a model of software development that parallels an academic, peer review-like model and, not surprisingly, enlist considerable support from academics and students.

The most ambitious form of open source, as enforced by the GPL, requires all developers using such software to also contribute any extensions—or, in copyright terms, “derivative works”—of the standard back to the original licensor. In this sense, an open source license of the GPL variety (i.e., one that is “viral”) seeks to ensure, through copyright law itself, a system of private ordering that provides for continuous open code development. The significant advantage that open source software enjoys over proprietary software is that, because the underlying source code is made public, developers and users working with open source


104. See David McGowan, Legal Implications of Open Source Software, 2001 U. ILL. L. REV. 241, 287-302 (examining enforceability and concluding that, regardless of its legal merit, the licenses should be appreciated for embodying a powerful social norm).


107. For a copy of the GPL, see Free Software Foundation, GNU Public License (version 1.7, June 1991), available at http://www.fsf.org/licenses/gpl.html. For the provision addressing “derivative works,” see Section 2(b) (providing that licensees must “cause any work that [they] distribute or publish . . . to be licensed as a whole at no charge to all third parties under the terms of this License.”).
software can evaluate potential changes for themselves and can fix any bugs in the code itself, thereby leading to a rich positive feedback effect. As Linus Torvalds, the founder of Linux put it, “[g]iven enough eyeballs, all bugs are shallow.”

The advent of open source development is a significant development and supports the viability of some significant technologies, but there are important reasons to question whether this model will emerge as the dominant one for software development. As an initial matter, the success of open source development depends on some formal or informal consensus, often coordinated by a champion (and potential funding source), and that consensus may not always emerge. Where there is such a champion, as in the cases of the development of the Internet itself, the World Wide Web, and the GNU-Linux operating system, open standards can emerge and sometimes thrive

108. In its S-1 securities filing, Red Hat, a leading distributor of Linux operating system software explained how this model works:

under the open source software model, software is created through the collaborative efforts of large communities of independent developers. Developers work alone or in groups to write code, make the code available over the Internet, solicit feedback on it from other developers, then modify it and share it with others for general use. This continuous process results in the rapid evolution and improvements of open source software.

Red Hat S-1, supra note 102, at 2. Famously, Eric Raymond contrasts the freewheeling nature of open source development’s repeated beta-testing and multiple versions (which he likens to a “bazaar”) with the tightly controlled method of proprietary development (which he compares to a “cathedral”). See Eric S. Raymond, The Cathedral & the Bazaar, Musings on Linux and Open Source by an Accidental Revolutionary 30 (1999). Raymond views this bazaar model as akin to the scientific method, whereby the ultimate product comes with a peer review stamp of approval. See id. at 38.

109. Raymond, supra note 108, at 41 (terming this as “Linus’s law”); see also id. at 62 (noting that Linux uses “the entire world as its talent pool”); id. at 66 (“No closed source developer can match the pool of talent the Linux community can bring to bear on a problem.”). Carol Rose, noting a similar phenomenon in property theory, terms it “the comedy of the commons.” Carol Rose, The Comedy of the Commons: Custom, Commerce, and Inherently Public Property, 53 U. Chi. L. Rev. 711, 769 (1986).

110. For an argument that open source development can prosper under a purely decentralized regime, see Christopher Browne, Linux and Decentralized Development, available at http://vip.hex.net/~cbbrowne/lsf.html (last visited Sept. 1, 2002).

111. For a brief description of the role played by the National Science Foundation and the Advanced Research Projects Administration (ARPA), see Rubin, supra note 98, at 1449-52. See also Marcus Maher, An Analysis of Internet Standardization, 3 Va. J.L. & Tech. 5, 6-7 (1998).

112. Tim Berners-Lee, the inventor of the basic software for the Web, established the World Wide Web Consortium (W3C) to ensure that the basic Web standards could be maintained as open. See Rubin, supra note 98, at 1452-54 (discussing W3C and its workings, including the critical role of Berners-Lee, who is its Director).

113. In that case, the critical leadership of Linus Torvalds, the inventor of the Linux kernel, played—and continued to play—a facilitating role in enabling the sys-
under the oversight of a respected champion. Without such a champion, coordinating body, and/or a dedicated source of funding,\(^{114}\) it may well be the case that open standards will fragment as different providers of the product “fork” from the original version.\(^{115}\) In particular, the splintering of the Unix operating system—which stems from the right of developers to “fork” from prior versions—is perhaps the classic example of how an open standard can ultimately fragment into a number of incompatible operating systems (e.g., HP-UX and Sun’s Solaris).\(^{116}\) By contrast, where there are effective persuasive pressures and leadership (as in the case of both Linux and Apache (another open source product used for web servers), for example), open source products have maintained a coherent common standard and have not splintered in the way that UNIX did.\(^{117}\)

---

\(^{114}\) See McGowan, supra note 104, at 284 (noting how government and university support for the Internet and open source projects has been key; thus, “[t]he viability of large, unsubsidized open-source projects is an open question.”).

\(^{115}\) The fragmentation issue is one of a number of possible “tragedy of the commons” problems that might befall an open standard not supported through some institutionalized effort. For the classic explanation of the “tragedy of the commons,” see Garrett Hardin, The Tragedy of the Commons, 162 SCIENCE 1243 (1968).

\(^{116}\) See Michael J. Schallhop, The IPR Paradox: Leveraging Intellectual Property Rights to Encourage Interoperability in the Network Computing Age, 28 AIPLA Q.J. 195, 263 n.233 (2000); Mitchell, supra note 113, at 138 (“[I]n the past 30 years, Unix has split into different flavors, most of them closed and proprietary.”). In particular, the so-called “Berkeley UNIX” originated as a single standard, but, after several “forks” by different sponsors, the standard splintered into different versions. See Martin C. Libicki, INFORMATION TECHNOLOGY STANDARDS: QUEST FOR THE COMMON BYTE 47-56 (1995) (detailing fragmentation of UNIX).

\(^{117}\) Lohr, supra note 106, at 208; see also Eric S. Raymond, Homesteading the Noosphere: Causes of Conflict, at http://www.tuxedo.org/~esr/writings/cathedral-bazaar/homesteading/ (last modified Nov. 21, 1998) (highlighting the importance of leadership to prevent “forking” from a common standard). In a move to prevent a fragmentation of the Linux standard, Linus Torvalds endorsed the Linux Standards Base (LSB) project as a means of maintaining a common platform for all Linux users. See Nicholas Petreley, Linux Road Map Needed, COMPUTERWORLD, Sept. 24,
To maintain a coherent standard, some companies have attempted to develop a "quasi-open source" license. Most famously, Sun’s Java technology allows users and developers access to the source code for a standard that it maintains will provide for a platform-independent, “write once, run anywhere” environment.118 Nonetheless, Sun does impose certain restrictions as part of its “community source license.”119 In particular, Sun has maintained its trademark over Java, which it uses to ensure that its licensees maintain the standard, as evidenced by its action against Microsoft to prevent Microsoft from fragmenting the Java standard.120 Ironically, its decision to retain control over the standard, even if merely to ensure compatibility and to prevent the fragmentation that plagued Unix, highlights Sun’s un-


easiness with making Java a truly open standard. Moreover, Sun’s stewardship of Java also retains for itself the right to exert greater restrictions on its licenses should it choose to do so.

The second critical challenge for open source standards is that, without a strong champion, it can be extraordinarily difficult for the standard to evolve. With respect to the modern Internet community (i.e., one that lacks strong government leadership), the effort to deploy a next generation Internet protocol capable of enhanced functionality (IP version 6) continues to stall, as it is very difficult to coordinate the transition of an open standard. In significant part, the difficulty in this area stems from the increasing number of companies now taking part in open standard setting efforts, resulting in a considerably slower process. By contrast, in markets where more than one network standard battle it out in the marketplace, users can benefit from a greater degree of dynamism.

The final challenge for the open source movement is perhaps the most fundamental: the claim that proprietary ownership is necessary to provide developers with an incentive to invest time and money in creating new technologies. Two examples of this

121. To be fair, Java’s license does represent a quasi-open source one in that its restrictions regarding contributing back fixes to any bugs in Java and its requirement that any proprietary extensions have published Application Programming Interfaces (APIs) are consistent with the open source model. See Hackvan, supra note 119.

122. See Lemley & McGowan, supra note 119, at 751 (expressing concern on this score). As Lemley and McGowan explain, Sun’s statements about keeping their standard open may give rise to an implied license—or equitable estoppel—defense should it seek to restrict access to the standard in a fashion to benefit their own proprietary interests. Id. at 771.

123. See Scott Tyler Shafer, IPv6 Aims to Score the Always-on Goal, RED HERRING, Aug. 15, 2001, at 70.

124. See Robert J. Aiken & John S. Cavallini, When are Standards too Much of a Good Thing? Will they Provide Interoperability for the National Information Infrastructure, in STANDARDS POLICY FOR INFORMATION INFRASTRUCTURE 253, 259 (Brian Kahin & Janet Abbate eds., 1995) (“[T]he growth of the Internet Engineering Task Force (IETF) has recently strained the capability of its consensus process to resolve major standards issues in a timely fashion”); Martin Libicki et al., Scaffold the New Web: Standards and Standards Policy for the Digital Economy 22 (2000), available at www.rand.org/publications/MR/MR1215 (noting how the theoretical timetable from draft to standard of 10 months has become 8 years); CARL F. CARGILL, OPEN SYSTEMS STANDARDIZATION: A BUSINESS APPROACH 57 (1997) (highlighting the difficulty in setting such standards); id. at 77-78 (noting that defining technical standards can move from a technological activity to a political one).

125. See Mark A. Lemley, Antitrust and the Internet Standardization Problem, 28 CONN. L. REV. 1041, 1055 (1996) (“[C]ompetition to set the standard for the next generation of products may still serve a valuable purpose if it drives innovation in the market.”).

126. For a sense of the debate, compare Mathias Strasser, A New Paradigm in Intellectual Property Law? The Case Against Open Sources, 2001 STAN. TECH. L.
challenge bear notice. First, the use of open source models that embrace proprietary extensions—i.e., ones unlike the GPL—suggest concerns about the basic model called for by the GPL license, which does not allow for any proprietary extensions. In that regard, firms that once embraced open sources as a viable business model are now having second thoughts and some efforts by commercial firms to use such strategies have failed. Second, reflecting the market realities of patenting in the software industry, most standard setting bodies, including the IETF, have adopted policies that allow patented technologies to be included in official standards, provided that they are licensed on reasonable and non-discriminatory terms.

In a sign of how the Internet’s traditional skepticism towards proprietary development continues to evolve, the current debates at the World Wide Web Consortium (W3C) regarding the institution of a patent policy highlight how the old model of committing to royalty free licensing is under tremendous pressure. The W3C, in evaluating an appropriate patent policy, initially proposed a policy that would permit, but not encourage, the use of patented technologies in official standards. After an uproar in the Web community, however, the W3C put forward a revised proposal that requires all patents that are used in official stan-

---


dards to be available for royalty free licensing.131 Even under this new policy, there are still unanswered questions about how the W3C could enforce such a policy, leading W3C officials to acknowledge that the organization does not know how it would deal with exceptional cases where patented technologies were only available for a fee.132 This uncertainty underscores both that proprietary development is an important reality that will impact the Internet’s future development and that standard setting bodies can play an important role in ensuring open standards and disciplining licensing policies.

The importance of standard setting and the dynamics of network markets are lessons that intellectual property law and antitrust law will continue to assimilate in moving towards a sensible information law regime. One important dimension of the emerging scholarship in this area—like in the open source area—is to highlight how the norms of the Internet world, as sometimes embodied by standard setting bodies, can constrain private self-interested action by creating an enlightened self-interest ethic that leaves all participants better off. In the standard setting arena, for example, the insistence on “reasonable and non-discriminatory” licensing terms for patented technologies included in a standard ensures that parties are compensated for their inventions, but are not able to extract extra rents for their invention by withholding permission to use an individual component of a larger standard.133 Legal commentators and policymakers have only begun to appreciate such points,134 but given the lack of coherence between the relevant legal regimes and limited caselaw,135 the legal regulation of standard set-

---

132. Id. (quoting Daniel J. Weitzner, chair of the patent policy working group at the W3C).
134. Mark Lemley is the clear leader in this field. See Mark A. Lemley, Antitrust and the Internet Standardization Problem, 28 CONN. L. REV. 1041 (1996); Lemley & McGowan, supra note 80.
ting remains an under appreciated, important, and murky topic.  

Finally, let me note that there may well be an important role for non-commercial development and preservation of intellectual property that is distinct from open source development on a commercial basis. First, despite the Bayh-Dole Act’s support for university patenting and commercialization of inventions, there is still a strong ethic for university development of ideas that can be dedicated to the public domain. Second, as Molly van Houweling explains, there is also a role for non-profit preservation of inventions in the public domain on a similar model for what conservationists have used for real property—i.e., the development of a land trust-type model.

V. THE FIRST AMENDMENT AND THE INFORMATION AGE

The information age presents a number of puzzles for First Amendment law. Most basically, there are two sides of the First Amendment information law coin, each of which suggest a different role for government regulation of information platforms. On one side, the First Amendment supports the development of measures, such as the imposition of access obligations on communication companies, to ensure “the widest possible dissemination of information from diverse and antagonistic sources.” On the other side, the First Amendment calls for constitutional scrutiny of such regulations, making it the “preferred constitutional assault vehicle for . . . challenging government regulation.” The future of information platform regulation will ultimately need to harmonize these two roles. In a very preliminary attempt to do so, I will outline how the First Amendment can work both as a constitutional norm that calls for supporting public access to the


141. Kearney & Merrill, supra note 3, at 1370.
media as well as a check on the imposition of unreasonable access obligations.

A. The First Amendment as a Constitutional Norm

A major thrust of telecommunications policy, alongside of competition policy and consumer protection, is to ensure that citizens benefit from a healthy marketplace of ideas. As such, the FCC's enabling legislation as well as its regulations continue to address the value of preserving a diversity of voices in the marketplace of ideas. Nonetheless, the FCC's efforts over the years to foster a diverse marketplace of ideas—from the Fairness Doctrine's insistence on rights of reply on broadcast television to creating public, educational, and governmental cable channels—have not exactly been thriving success stories.

The First Amendment envisions a robust marketplace of ideas, but as the Supreme Court held in the Tornillo case, it does not provide would-be speakers with any guarantees of access. One explanation for the one way ratchet of First Amendment enforcement—for rights of information providers, but not for rights of receivers to talk back—is to view the need for affirmative access obligations as "underenforced" constitutional norms—i.e., those enforced by branches of the government other than the federal judiciary. A salutary benefit of this perspective is that it underscores the benefits of subsidizing speaking opportunities and opportunities for public debate directly rather than relying on private parties to act according to government regulation, and against their own interest, to provide such opportunities. Put simply, PBS is in, the Fairness Doctrine is out.

By appreciating the government's responsibility to facilitate democratic participation, policymakers may begin to take a broader look at the tools available to realize the First Amendment's aspiration for robust public debate. Among other things, we might begin to shift our focus from mandating that cable companies devote valuable spectrum for public access channels to instead shifting the value of the spectrum to support Internet-centered efforts that would create much richer opportunities for

public debate. The goal of such efforts, as Yochai Benkler has eloquently explained, would be to empower consumers to become users of media technology and producers of information. In so doing, the government would reinforce an amazing part of the Internet: its nature as a many-to-many medium that enables millions of individuals to become publishers. Moreover, as Ellen Goodman explains, a communications policy based on subsidizing certain forms of speech through access to spectrum or conditioned benefits can move away from relying on “scarcity” to justify efforts to ensure a diverse marketplace of ideas and pave the way for a more sensible First Amendment doctrine.

B. The First Amendment as a Constraint on Regulation

In evaluating how the government can regulate information platforms either through conferring intellectual property rights or mandating access, the First Amendment will be an area where the courts will need to develop a sensible framework for allowing sufficient leeway for sound regulation while at the same time safeguarding the public interest. Thus, it should not be a surprise that the debate over the role of First Amendment in the digital age will often pit claims of the need to scrutinize interest-group legislation that is designed to preserve the status quo and/or address phantom competitive concerns against a concern that an overly intrusive standard would create a form of a First Amendment Lochnerism.

On the interest group regulation point, it is clear that some accountability for the validity of restrictions on the use of infor-
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Information platforms can increase the quality of lawmaking and regulation. With regard to the limitations on telephone company provision of video services, for example, the line of business restrictions in place before the Telecom Act rested on little or no reasoned basis. Not surprisingly, every court to consider the issue concluded that these regulations could not pass First Amendment muster before the Telecom Act rendered the issue moot.150 By insisting on an intermediate standard of review in the Turner case, the Supreme Court sought to encourage such careful reviews, but also to ensure that Congress, state agencies, and the FCC enjoyed discretion in implementing economic regulation that governs the information industries.151

Recent events confirm that firms in the information industries will eagerly invoke First Amendment arguments to challenge governmental regulation and that courts may be too willing to second guess reasonable public policies. With respect to the open access regulation of cable modems in Broward County, Florida, for example, one court invalidated such regulations on First Amendment grounds because they were “adopted at the behest of a telephone company seeking to eliminate or hamper a competitor.”152 To be sure, many telephone companies have championed open access as a means of obtaining “regulatory parity” with cable broadband providers, but this fact alone should not suggest that such regulations are impermissible on First Amendment grounds. Rather, as the Fourth Circuit sensibly held in Satellite Broadcasting and Communications Ass’n v. FCC, a regime premised on ensuring regulatory parity is a legitimate policy concern.153 Nonetheless, in the face of rulings like that from the Broward County case as well as lingering questions about what level of detail must be developed to justify prophylactic regulation on information platforms,154 it seems likely that


such litigation will be a growth industry among lawyers and will become a growing concern among policymakers.

CONCLUSION

The regulatory regime for information platforms is only beginning to take shape. In this emerging legal environment, somewhat like that presented by the advent of the progressive era of regulatory statutes during the early part of the 1900s, policymakers and commentators are going to continue to debate the virtues and pitfalls of different forms of regulation—statutory, common law-like, agency-generated rulemakings, self-regulation by standard setting bodies, or private ordering by contract. Where courts must act—say, in the First Amendment area—they are often humbled by the concern that overreaching for categorical rules will backfire as technology and the market quickly overruns even today’s sensible rules. Eventually, policymakers will settle on a more stable regime for information law, but not before a period of “muddling through.”

The effort to harmonize the goals of the relevant legal tools—starting with the basic rights and control provided by the intellectual property laws, as limited by telecommunications regulation and antitrust—presents commentators, lawyers, and judges with a very formidable challenge. Happily, the papers and participation at this conference suggest a strong set of voices and appetite for tackling the difficult issues ahead. I look forward to more discussions of these issues in the Journal of Telecommunications and High Tech Law in the years to come, which I hope will inspire future lawyers and technologists to enter the field with new passion and perspective.
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